
Select the Right Assurance Mechanism 
to Earn the Highest Level of  Trust
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cyber complaints

$10.2 +
billion reported
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In 2022, the FBI’s Internet Crime 
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Four Key Assessment Parameters
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Cybersecurity Questionnaires 

 
 
 

 
 

 
 

 
 

 
 

 
 

 
 

 

Types of  Assurance Mechanisms
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in scope. It does not convey assurances over or  

 

ISO 27001 Assessment
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the SOC 2 report.  

 

 

SOC 2 Attestation
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HITRUST Validated Assessment 
Transparency
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Consistency

Integrity
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SOC 2 is an attestation, while HITRUST is a certification 

 
 

 
 

 

SOC 2 is subjective, while HITRUST is formula-based 

 
 

 
 

 
and ensuring accuracy.    

SOC 2 vs.  
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SOC 2 is limited, while HITRUST is comprehensive  

 
 

programs.  
 

 
 

 
  
 

SOC 2 reports are decentralized, while HITRUST results are centralized  

 
 

 
 

 
ensure integrity throughout the process.
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TRANSPARENCY

ACCURACY

CONSISTENCY

 

 INTEGRITY  

 

ATTESTATION        CERTIFICATION

SUBJECTIVE              FORMULA-BASED

CENTRALIZED

LIMITED         COMPREHENSIVE

DECENTRALIZED

SOC 2                 HITRUST PARAMETERS
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ATTESTATION        CERTIFICATION

SUBJECTIVE              FORMULA-BASED

LIMITED         COMPREHENSIVE

SOC 2                 HITRUST 

SOC 2 HITRUST

 
 

 

• Limited scope  
 

   comprehensive security program 
 

 
 

• Maintains integrity and accuracy in  
   assurance mechanism 

 

 
 

•  
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The Benefits of
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• HITRUST offers three levels of  assurance.  
 

 
 

• The HITRUST CSF maps each control to multiple authoritative sources. 
   

 
 

• HITRUST is not a checklist.  

 
 

• HITRUST streamlines companies’ assurance journeys through inheritance.  
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Assessment Levels 
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r2
 
 

i1
 

e1
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HITRUST Risk-Based, 2-year (r2) Validated Assessment 
Expanded Practices

 
 
 

HITRUST Implemented, 1-year (i1) Validated Assessment 
Leading Security Practices

 
 

HITRUST Essentials, 1-year (e1) Validated Assessment 
Foundational Cybersecurity
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The                     Advantage 
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